**COOKIE POLICY**

**Introduction and Scope**

Artificial Intelligence Suisse SA, operating under the brand Ai4Privacy (“Ai4privacy”, “we”, “us”) is responsible for the collection and processing of your personal data as it relates to cookies and similar technologies used on this website. This Cookie Policy (“Policy”) aims to provide you with clear and relevant information on the types of cookies we use, their purpose, and your choices regarding their management, under applicable laws and regulations. By "cookies," we also refer to similar technologies such as web beacons, pixel tags, and local storage.

**1. What is a Cookie?**

A cookie is a small text file placed on your device when you visit a website. Cookies help websites function properly, improve user experience, remember preferences, analyze website performance, and enable advertising and marketing features. Cookies do not usually contain personally identifiable information, but some cookies may collect personal data, such as your IP address or unique identifiers, and may be subject to data protection laws. On this website, cookies are used exclusively to provide essential security and functionality.

**2. What are the Types of Cookies?**

Cookies used on our website vary not only by purpose, but also by their duration and origin.

**Session cookies** are temporary files that are stored on your device only while your browser is open. They are automatically deleted when you close your browser window. These cookies allow our website to remember your actions during a single browsing session; for example, enabling navigation between pages or maintaining temporary selections. Their use is essential for delivering a smooth and secure experience, and they do not remain on your device after the session ends.

**Persistent cookies**, by contrast, remain stored on your device for a defined period even after your session has ended. On this website, persistent cookies are used only for strictly necessary security purposes, such as protecting against cross-site request forgery attacks. These cookies are essential for the safe functioning of the website and therefore do not require your consent.

**First-party cookies** are set directly by Ai4privacy’s domain when you visit our website. These are generally used to support core website functionality and user preferences.

We do not use third-party cookies.

**3. What Categories of Cookies are Used on Ai4privacy’s Website**

**Strictly Necessary Cookies**

These cookies are required for core website functionality, such as remembering user preferences and managing consent. They do not require user consent.

|  |  |  |  |
| --- | --- | --- | --- |
| Cookie Key | Domain | Expiration | Description |
| \_\_Secure-csrftoken | chat.ai4privacy.com | 11 months 4 weeks | Used to ensure secure form submissions and protect against cross-site request forgery (CSRF) attacks. |

We only use strictly necessary cookies. No analytics, marketing, or third-party cookies are used.

**5. Managing Your Cookie Preferences**

Some cookies are strictly necessary for the correct functioning of this website and do not require your consent. These include, for example, cookies that provide essential security features, such as protecting against cross-site request forgery (CSRF) attacks, or cookies that maintain the stability of your browsing session.

We do not use analytics, functionality or marketing cookies that would require your explicit consent. If we introduce such cookies in the future, we will request your consent through a cookie banner before placing them on your device.

You can still manage or delete cookies through your browser settings if you wish. These settings are typically found in the “Options” or “Preferences” menu of your internet browser. For more specific instructions, please refer to your browser’s help section or use the following direct links:

* [Mozilla Firefox](https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-preferences)
* [Google Chrome](https://support.google.com/chrome/answer/95647)
* [Safari](https://support.apple.com/en-us/HT201265)
* [Opera](https://help.opera.com/en/latest/web-preferences/#cookies)
* [Internet Explorer](https://support.microsoft.com/en-us/topic/how-to-delete-cookie-files-in-internet-explorer-bca9446f-d873-78de-77ba-d42645fa52fc)

Alternatively, you may visit external resources such as:

* [www.aboutcookies.org](https://www.aboutcookies.org/)
* [www.aboutads.info/choices](http://www.aboutads.info/choices/#completed)
* [www.youronlinechoices.eu](http://www.youronlinechoices.eu/)

Please note that disabling or blocking strictly necessary cookies may affect the functionality and security of the website and limit your access to certain features or services.

**6. Policy Updates**

We reserve the right to modify this Policy at any time. All changes will be posted on this page. If the changes are material, we will notify you via our website or by other appropriate means.

**7. More Information**

To learn more about how we process your personal data and your rights, please read our Privacy Policy.

Effective Date: September 2025